Data Protection Report 2021
Annex to the Annual Review
2021 was a pivotal year for the European Patent Office (EPO) in terms of data protection. An innovative framework for protecting personal data was adopted by the Administrative Council in June, introducing new Data Protection Rules ("DPR") applicable Office-wide for staff and external data subjects, and prominently displaying the right to the protection of personal data in Article 1b of the Service Regulations, as one of the fundamental rights that the Office commits to protect.

The framework proposed by the President and adopted by the Administrative Council in June 2021 represented a new chapter in the protection of personal data at the EPO as a fundamental individual right – of our staff, users and all other stakeholders. With its Strategy and Planning 2021-2023, the Data Protection Office produced a blueprint designed to accompany and sustain the EPO's path towards continuous excellence in data protection.


The new rules were complemented by an impressive number of legal instruments adopted by the EPO's President. Operational documents and instructions issued by the Data Protection Officer ("DPO") aimed to interpret the concepts and principles and implement the requirements set out in the DPR.

A mapping of the Office's processing operations was completed in 2021. The Data Protection Liaisons' (DPLs) network, created at the end of 2020, also worked at full speed to ensure compliance with the new rules by the time they entered into force on 1 January 2022.

As part of its efforts to raise data protection awareness, the DPO launched several communication and training initiatives. These included two e-learning modules that were mandatory for all staff to give EPO employees a basic grasp of the new framework and how to apply it.

Towards the end of a busy and highly productive year in 2021, the DPO also published a series of guidance documents, position papers and policies that will pave the way for effective implementation of the new framework in 2022.

Within a very short period of time, the EPO successfully set up an entirely new framework with a high level of legal complexity, supported by a wide-ranging operational and administrative structure.

The continuous engagement of the whole Office – management and staff – in co-operating with the DPO to successfully achieve this goal shows the EPO's deep commitment to data protection.
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1. **Introduction**

By adopting new Data Protection Rules (DPR) in June 2021, the EPO reached the first milestone on the path towards transforming its data protection framework.

In line with the principles of "anticipation-action-unity", the modernisation process is based on the following five pillars, enshrined in the DPO Strategy and Planning 2021-2023.

1. **A comprehensive data protection legal framework** allowing the EPO to process personal data transparently and in compliance with the highest standards, while fully respecting the data subject's rights. This includes the Data Protection Rules, the new articles enshrined in the Service regulations and several complementary circulars, policies and legal instruments implementing their requirements.

2. A set of operational instruments aimed at achieving **organisational and documentary compliance** with data protection principles. They include guidance documents issued by the DPO on various topics, work instructions for the Data Protection Liaisons, internal procedures, workflows, templates for mapping existing processing operations by the organisational units and the creation of the new data protection registry.

3. **Risk prevention** through **awareness raising and training measures**, such as guidance documents explaining the key roles, rights and obligations detailed in the Data Protection Rules, training events in user-friendly language, along with e-learning and communication measures on data protection-related topics.

4. **Risk management and mitigation**, under the supervision of the Data Protection Board involving monitoring and detection mechanisms, as well as specific procedures to address and mitigate data breaches.

5. **Continuous improvement** through the exchange of best practices with other international organisations and public institutions, to enrich our responses to a rapidly changing environment.
Figure 1: Overview of the Data Protection Office's five-pillar strategy

Source: EPO

Under Article 43 DPR, the DPO is required to submit an annual report to the Administrative Council, the President of the Office and the President of the Boards of Appeal. This report gives an overview of the DPO's activities in 2021, focusing on the results achieved, as well as upcoming activities, deliverables and challenges.

2. Data Protection Office: tasks and achievements

Under the leadership of the Data Protection Officer (DPO), the Data Protection Office is the focal co-ordination point for all activities included in the DPO Strategy 2021-2023. Its task is to ensure that the EPO respects the fundamental rights to privacy and data protection.

The Data Protection Office consists of a multi-disciplinary team with broad-ranging expertise in the legal and technical aspects of protecting personal data. It is supported by the network of Data Protection Liaisons, specially trained staff embedded in units across the Office who play a key role in making data protection an integral part of the EPO's operations.

The role of the DPO is strengthened and streamlined in the DPR. The duties of the Data Protection Officer and their deputy are set out in Articles 41 to 43 of the Data Protection Rules. The Office provides the resources that the DPO needs to carry out its tasks and ensures that the Data Protection Officer is involved in all issues relating to personal data protection at the Office.
The controller must inform the DPO when drawing up administrative measures and internal rules relating to personal data processing, whether alone or jointly with others. This early involvement in strategic decisions allows the DPO to contribute to new or ongoing projects, in line with the principle of data protection by design.

The DPO is appointed for a term of three to five years and is eligible for re-appointment. Reporting directly to the EPO's President strengthens the Data Protection Officer's independence. This is reinforced by the requirement to report on the DPO activities to the Administrative Council and the President of the Board of Appeal on a yearly basis at the very least.

As part of its duties, the DPO may bring any failure of an employee to comply with the DPR to the attention of the EPO. Where appropriate, it may also recommend launching an administrative investigation.

All Data Protection Office staff are bound by secrecy or confidentiality for the duration of their duties and after they have ceased to perform them in accordance with the Service Regulations.

The DPO responds to requests for support from the Data Protection Board ("DPB") and acts as an interface between the DPB and the Office, especially when it comes to data protection investigations, complaint handling, data protection impact assessments and prior consultations.

On top of these activities, the DPO also participates in initiatives to enhance co-operation with other international organisations and European institutions.

**Achievements in 2021**

As part of the EPO's Strategic Plan 2023 (SP2023), approved by the AC in June 2019, the President mandated the DPO to enhance the EPO's data protection policy and oversee its implementation.

This process culminated in 2021 in the creation of a completely new data protection framework based on the highest international standards and best practices. In the context of the DPO Strategy and Planning 2021-2023, the objectives for 2021 included:

- **Creating a new legal framework for personal data protection** at the EPO – including new Data Protection Rules and related policies – to constitute a fully transparent, best-in-class legal basis for the EPO to conduct its processing operations in compliance with the highest standards
- **Issuing instructions, guidance, workflows and procedures** to anchor data protection in all of the Office's activities and make it easier for everyone to comply with the new rules
- **Enhancing data protection documentation**, by mapping existing processing operations and the creation of the new data protection registry compliance by 30 June 2022
- **Expanding the network of Data Protection Liaisons** to ensure compliance across the organisation, creating a first point of contact within units who can offer day-to-day advice on data protection issues

In 2021, the DPO modernised its data protection framework and set up effective mechanisms and instruments to ensure compliance with the new rules in all of the Office's activities.
Setting up the Data Protection Board, a new body with supervisory and advisory functions, as well as implementing other monitoring and detection mechanisms and specific procedures to address and mitigate data breaches

Launching an awareness raising campaign and training to accompany the introduction of the new rules

Enhancing co-operation with other international organisations and public institutions to keep the EPO abreast of technological innovations and transformation in the area of data protection and privacy.

3. New Data Protection Rules

The adoption of the Data Protection Rules (DPR) marked the first milestone in creating a modern legal framework for data protection at the EPO. The new Data Protection Rules replace the Guidelines for the Protection of Personal Data at the EPO, adopted by the President of the European Patent Office on 19 March 2014 (DPG). In practical terms, this new set of comprehensive regulations is designed to:

- **Enshrine data protection principles** at the level of the Service Regulations and Implementing Rules, particularly the principles of lawfulness, fairness, transparency and accountability. The DPR are effectively secondary legislation that highlights the EPO’s commitment to personal data protection.

- **Define and clarify the roles played by the various actors** in complex data-processing mechanisms to raise awareness amongst stakeholders of their roles and responsibilities; and of the risks related to data processing.

- **Strengthen and clarify the individual rights** defined in the DPR, such as the rights to information, to access, to object, to data portability, to erasure ("right to be forgotten"), to give data subjects more control over their personal data.

- **Prevent and address any personal data breaches** with effective mechanisms.

- **Offer effective and timely redress mechanisms** for data subjects and/or external parties affected by non-compliance with personal data protection provisions.

- **Create a supervisory body (Data Protection Board)** within the EPO’s legal framework composed of external members to monitor the EPO’s processing of personal data and advise the President.

The new data protection framework only applies to the processing of personal data by the Office, and not by its Administrative Council.

In line with EU data protection rules¹, data processing by the Boards of Appeal in their judicial capacity is subject to the new data protection framework but is excluded from any oversight mechanisms for data processing by the Office to avoid any conflict with the Boards' judicial independence.

---

¹ Article 55(3) GDPR; Article 57(1)(a) EUDPR.
3.1 Data protection principles and the concept of consent

The key principles of data protection are enshrined in the Service Regulations or in the Implementing Rules to the Service Regulations.

Figure 2: Overview of the key principles of data protection

- **Lawfulness, fairness, transparency**: personal data is processed lawfully, fairly and transparently for data subjects. The controller is responsible for, and able to demonstrate, compliance with the rules.
- **Purpose limitation**: data is only be collected for specific, explicit and legitimate purposes. It is not processed in any way that is incompatible with these purposes.
- **Data minimisation**: data is adequate and relevant; and the volume of data collected and processed for a given purpose is kept to a minimum.
- **Accuracy**: data is accurate and kept up to date where necessary.
- **Storage limitation**: data is not kept in a form that allows data subjects to be identified for any longer than is strictly necessary for the original purpose of collecting and further processing of that data.
- **Integrity and confidentiality**: data is processed securely and protected against unauthorised or unlawful processing, accidental loss, and destruction or damage.

Respecting these principles ensures compliance and accountability when processing personal data across the EPO.

The concept of consent

The DPR clarify the concept of consent with a view to guaranteeing the rights of the data subjects. Where processing is based on consent, the controller must be able to demonstrate that the data subject has consented to processing of their personal data. The request for consent must be presented clearly and intelligible manner and the data subject must be granted the right to withdraw their consent at any time. Consent must be freely given, specific, informed and unambiguous,
and the data subject shall have the right to withdraw consent at any time. Special protection is awarded to children when the EPO processes their data, for example for the purposes of human resources procedures, communication initiatives and EPO events.

### 3.2 Transmission and transfer of personal data

To fulfil its tasks, the EPO is required to transmit and transfer data to entities outside the Office. They include the EPO’s external governance bodies, national and international authorities, and other patent offices as part of regular data exchanges within the European and international patent systems. The new data protection framework facilitates these data flows while protecting data subjects' rights. When transferring data to other recipients, the EPO always verifies that adequate levels of protection and/or safeguards are in place.

### 3.3 Rights of the data subject

The Data Protection Rules clarify and strengthen the rights of data subjects, and in particular their right to:

- Information
- Access
- Rectification
- Erasure (including the "right to be forgotten")
- Restriction of processing
- Data portability
- Right to object
- Not to be subject to automated decision-making, including profiling

Figure 3: Overview of a data subject's rights
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3.4 Roles of data controller and data processor

The Data Protection Rules streamline and clarify the roles of the data controller and data processor. The controller is obliged to inform data subjects and ensure that their rights can be easily exercised, duly granted and properly protected. Furthermore, the controller and the processor(s) are tasked with putting specific contractual, technical and organisational measures in place to ensure a level of safety and security appropriate to the risk.

The President of the Office acts as the controller for the data processing operations carried out by the Office, as follows from Article 10(2) EPC. Where personal data are processed by the Boards of Appeal in their judicial capacity or in the exercise of the functions and powers delegated by the Act of Delegation\(^2\), the President of the Boards of Appeal acts as the controller.

For data processing by the Boards of Appeal Unit in other contexts, the President of the Boards of Appeal acts as delegated controller. Apart from this specific case, the delegation and sub-delegation of controllership follow the EPO’s established principles of delegation of powers (Article 10(2)(i) EPC).

3.5 Data Protection Board and data protection liaisons

The Data Protection Rules introduce the Data Protection Board and the role of the data protection liaisons (DPLs). The Data Protection Board is an official body composed of three EPO-external persons (one Chair and two members) with advisory, monitoring and oversight functions. It plays a key role in the legal redress mechanism.

The DPLs are experts in the functioning of their operational unit. They assist the controller in complying with its legal obligations and ensure alignment with the DPO, while also acting as a first point of contact for the Office’s business units in questions related to privacy and data protection. The DPLs not only help business owners to prevent personal data risks and incidents, they also offer managers crucial support when developing and implementing internal administrative procedures and measures related to personal data treatment.

3.6 Confidentiality and security processing

The Data Protection Rules stipulate that the controller and the processor(s) need to put in place specific contractual, technical and organisational measures to ensure a security level appropriate to the risk of any breach. These measures include:

- Pseudonymising and encrypting of personal data
- Ensuring the ongoing confidentiality, integrity, availability and resilience of processing systems and services
- Restoring the availability and access to personal data in a timely manner in the event of a physical or technical incident
- Devising a process for regularly testing, assessing and evaluating the effectiveness of technical and organisational security measures.

---

\(^2\) OJ EPO 2018, A63.
3.7 Special categories of data

The definition of "special categories" of data was introduced by the Data Protection Rules. It includes data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, trade union membership and data concerning health, as well as genetic or biometric data used to identify a natural person, and data concerning a person's sex life and sexual orientation. In principle, processing special categories of data is prohibited, except under certain clearly defined conditions outlined in the Data Protection Rules and provided safeguards are in place.

3.8 Data Protection Impact Assessment

If data processing is likely to put the rights and freedoms of individuals at high risk, the controller is obliged to carry out a prior assessment of the impact of measures envisaged to protect personal data (DPIA). The DPIA describes the processing operation and its purposes, any risks to the rights and freedoms of individuals and specific measures envisaged to address them.

3.9 Legal redress

In case of disagreements over individual decisions relating to a data subject, the Data Protection Rules provide for specific means of legal redress. This protects the rights, freedoms and interests of data subjects, while minimising any financial and reputational risks for the EPO.

Data subjects may request that the delegated controller reviews the matter and takes a decision. That decision can be challenged by filing a complaint with the Data Protection Board (DPB). The Board's proceedings are regulated by Rules of Procedure adopted by the President and submitted to the Administrative Council for information.

The Data Protection Board issues a reasoned opinion, which is taken into account by the controller who takes a final decision. Staff members may challenge the controller's final decision before the Administrative Tribunal of the International Labour Organisation (ILOAT).

External data subjects have access to ad-hoc arbitration in order to challenge the controller's final decision. In such cases, the Secretary General of the Permanent Court of Arbitration is the appointing authority of the arbitrator. In co-operation with the Office's legal services, the DPO has set up workflows with the Permanent Court of Arbitration to streamline the procedure relating to requests for ad-hoc arbitration.

An exception to the procedure described above regards the personal data processed by the Boards of Appeal in their judicial capacity, which are subject to independent oversight mechanisms.
Figure 4: Overview of legal redress procedure

1. Data subject may request that the delegated controller review the matter and take a decision under Article 49 DPR.

2. Data subject can file a complaint with the Data Protection Board.

The controller takes a final decision.

3. If data subject is a staff member, they may challenge the decision before the Administrative Tribunal of the International Labour Organization.

3. If data subject is an external person, they may ask the President of the Office for ad-hoc arbitration.

End of the dispute.

Source: EPO
4. **New legal instruments, policies and procedures**

To make data protection an integral part of the EPO's activities, it had to adopt new legal instruments and regulatory mechanisms designed to:

- Achieve robust, efficient and legally certain governance and management of personal data
- Guarantee transparency, demonstrate compliance and ensure accountability in terms of privacy and data protection
- Enable individuals to control their personal data and effectively exercise and enforce their rights
- Successfully implement digital transformation while taking privacy requirements into account from the outset
- Guarantee further alignment with best rules and practices at international level
- Mitigate privacy and data protection risks further strengthen confidence in the way the EPO handles data.

4.1 **Restricting data subjects' rights**

Data protection is a fundamental right that encompasses numerous other rights (see section 3.3 above). Strict compliance with these rights is essential. If, however, they need to be temporarily restricted, the Office must ensure that safeguards are in place for data subjects.

Article 25 of the Data Protection Rules (DPR) requires a predictable and clear process on when and how to apply restrictions to data subjects' rights. Circular 420, which implements Article 25 of the DPR, provides this guidance for all stakeholders.

It describes the concept of restrictions, clarifies the differences between the two types of limitations that can be applied to the rights of data subjects (restrictions and exemptions), as well as the criteria for applying restrictions.

The circular also sets out the safeguards for data subjects required to prevent unlawful access to, transmission or transfer of personal data when applying restrictions. It stipulates that restrictions to rights of data subjects should be exceptional and:

- Constitute a necessary and proportionate measure in a democratic society
- Respect the essence of the right restricted at all times
- Safeguard key objectives such as the European Patent Organisation's security, public security, the protection of judicial and quasi-judicial independence and proceedings, or the protection of the data subject and the rights and freedoms of others
- Set out in a legal provision
- Interpreted narrowly, applied in specific circumstances and only when certain conditions are met
- Concern a limited number of rights of data subjects and/or controller's obligations, which are listed in Article 25 DPR.
Before applying a restriction, the delegated controller must conduct a necessity and proportionality test on a case-by-case basis. In principle, a restriction is a temporary measure and may not restrict a right of the data subject indefinitely. It must be lifted as soon as the circumstances that justified it no longer apply. Restrictions need to be duly documented as a condition of compliance and accountability.

Another safeguard for the data subject is that the delegated controller is obliged to notify the DPO of the application and lifting of a restriction. As a rule, data subjects are informed in advance of any potential restrictions of their rights (e.g. in a general data protection statement and/or privacy notice published by the Office on the intranet and/or its website).

To sum up, Circular 420 helps to ensure certainty, coherence and predictability in the application of Article 25 DPR.

### 4.2 Identifying delegated controllers

Under Article 28 of the Data Protection Rules, the President of the Office acts as the controller of the personal data processed by the Office, unless otherwise specified. In practice, the controller can delegate the competence of determining the purposes and means of processing certain personal data to an operational unit represented by its head (“delegated controller”).

Delegated controllers play a crucial role in the EPO's new data protection framework by:

- Ensuring that all processing operations involving personal data performed within their unit comply with the DPR
- Responding to data subjects' requests to exercise their rights under the DPR.

In line with the principles of transparency and accountability, the delegated controllers are clearly identified within the organisation in the data protection documentation made available to data subjects. The list of delegated controllers is updated at least once a year.

Delegated controllers may not sub-delegate controllership unless a specific unit's functional independence might otherwise be jeopardised; or its size exceptionally requires sub-delegation to a lower hierarchical level and is authorised by the Data Protection Officer.

### 4.3 Rules of Procedure for the Data Protection Board

The Rules of Procedure for the Data Protection Board (RoP) were submitted to the Administrative Council for information in the context of the adoption of the DPR. They were subsequently formally adopted by the President to accompany the entry into force of the new data protection framework on 1 January 2022 and the launch of the Data Protection Board's activities.
4.4 Explanatory memorandum on processing personal data in the framework of the patent granting process

The DPO supported the creation of a policy, formalised and instrumentalised by an explanatory memorandum, on the processing of mandatory data in the patent granting procedure (PGP) that aligns the interpretation of the DPR with the EPC and meets the expectations of users and other stakeholders.

4.5 Data protection online and in the cloud

The DPO updated the EPO's online data protection notice to give users, partners and stakeholders a clear overview of how the EPO processes personal data and respects the principles of compliance and accountability. The new policy sets out the safeguards in place, lists data subjects' rights and explains how to exercise them.

Cloud-based services

Under its Strategic Plan 2023, the EPO has designed a digitalisation strategy and embraced state-of-the-art technological developments, including the use of cloud technologies. In this context, the DPO issued a position paper on the EPO's use of cloud services and how it protects privacy and the personal data of EPO staff and users. The position paper analyses the concept of cloud computing, along with its risks and benefits to the Office from the view of privacy and data protection. Furthermore, it endeavours to clarify how, by establishing a risk-based approach, the new EPO Data Protection Rules provide guidance for the thorough identification and assessment of risks, as well as various measures and safeguards to prevent and tackle such risks, based on criteria that include necessity and proportionality, likelihood and severity.

Cookie policy

Directive 2009/136/EC of the European Parliament and the Council (also known as the "Cookie Directive") is the instrument that defines the requirements for consent to cookies across the EU. It states that users must give their informed consent before anybody can store or retrieve any information from a computer, mobile phone or other device.

In this framework, the DPO started drafting a more detailed cookie policy for the EPO's website together with other relevant units of the Office. Following a mapping exercise on the cookies currently in use, the policy on the EPO website has been amended and a specific cookie policy is now available online.

Online meetings and events

In a hybrid working environment where many activities take place online, handling participants' personal data is a hot topic. To address this issue, the DPO issued practical advice to help staff responsible for organising EPO meetings and events – whether physical or virtual – to comply with the Data Protection Rules.
The approach described in the DPO's guidance document applies to the processing of personal data in meetings and events organised and conducted by the EPO, as well as to all individuals whose personal data are processed (data subjects) in this context. These individuals include staff members, trainees, external resources, external service providers and non-EPO participants/visitors/speakers.

The document covers all aspects of organising events – from inviting and registering participants to organising live web streaming – and features templates and examples of how to successfully implement the solutions proposed.

5. **Operational compliance**

The DPR entered into force on 1 January 2022. It provides for a six-month transition period, enabling the Office to bring ongoing data processing operations into line with the new framework. In exceptional circumstances, this period may be further extended by the DPO.

In 2021, the DPO issued a series of administrative instructions, guidelines and other operational documents, including work instructions for delegated controllers and Data Protection Liaisons (DPLs). It also published a Personal Data Breach Manual, completing the new data protection framework and enabling the Office to successfully implement the Data Protection Rules.

5.1 **Detailed mapping of processing operations**

The comprehensive inventory of EPO personal data processing operations constitutes the first milestone in data protection documentary compliance. It is crucial to ensuring transparency for all data subjects. The results of the mapping will provide the required content for the all-in-one EPO Data Protection Register, as defined under Article 32 DPR.

Over the course of 2021, the Data Protection Liaisons joined forces with the delegated controllers to draft documentation on ensuring transparency for data subjects. These documents included records of processing operations and data protection statements, enabling the EPO to demonstrate compliance with the highest standards of protection of personal data. They also set out specific procedures for detecting, addressing and mitigating data breaches.

Every year from 2022 onwards, the DPO will review a sample of personal data processing operations from the register – selected according to a risk-based approach – to verify that the records of processing operations and their practical implementation meet the requirements laid down in the Data Protection Rules.

5.2 **Data Protection Liaisons network**

The Data Protection Liaisons (DPLs), arranged in a network, play a crucial role in implementing the principles of data protection laid down in the DPR. The DPLs help controllers comply with their legal obligations. Operational units can consult their DPL in order to develop new administrative measures involving the management of personal data and new information systems or to implement...
recommendations made by the DPO. The departments and units can consult their DPL on all matters relating to data protection. The effective consultation of the DPL on such matters reinforces the sound administration and good governance of the departments and DGs.

DPLs participate in the regular meetings of the DPL network, chaired by the DPO, to ensure coherent implementation and interpretation of the DPR in the EPO and to discuss subjects of common interest. The network represents a major source of support for a function that may be regarded as isolated within the departments and units. The network enables knowledge and also practical experiences to be shared, helping create a feeling of belonging. Although the DPLs attend the meetings to receive training and exchange ideas and experiences, they also acquire knowledge that they subsequently pass on in their respective department or unit.

After an initial training session on data protection, the regular meetings of the DPO and the DPLs started in February 2021 and will continue in 2022.

Throughout the year, DPO-DPL meetings focused on mapping processing activities, answering any questions DPLs may have had and presenting data protection documentation by the DPO (such as the quick guide to answering data subjects’ requests, the DPO-DPL knowledge database and the Data Breach Manual).

In addition, the DPO created a data protection knowledge database for the DPLs, including guidance issued by European and national Data Protection Authorities, academic articles on relevant topics and templates as a source of knowledge for the DPLs and to facilitate their tasks. This database is constantly updated and extended by the DPO to keep abreast of the latest developments in data protection and privacy.

### 5.3 EPO Data Protection Register

The EPO's Data Protection Register is accessible to all staff and the public under Article 32(6) DPR, with the exception of any confidential records. External users have access to records of all processing operations concerning their data. The Register will be progressively expanded to cover all processing operations at the Office by 30 June 2022 and updated regularly after this date. The tool will be enhanced in 2022 to serve as a database for all records of processing operations and reports on personal data breaches.

### 5.4 Risk management

To complement and enhance the EPO's risk management framework by integrating privacy and data protection, work started on several risk management instruments in 2021. They include a privacy and IT security risk assessment, the Data Protection Impact Assessment (DPIA), a data protection clauses assessment tool, a new Data Processing Agreement template and the Transfer Impact Assessment (TIA). These instruments will help staff to assess and manage the risks associated with processing personal data, especially when outsourcing services to external providers.
6. Communication, training and awareness raising

In 2021, the DPO engaged in broad-ranging awareness-raising activities and training courses to lay the foundations for the entry into force of the Data Protection Rules.

An Office-wide, two-day training event was organised by the DPO in April 2021, with some sessions attracting up to 800 participants. They were partly directed at all staff and partly tailored to specific areas of the Office.

The DPO conducted a broad communication campaign on data protection at the EPO and other communication measures. They included a session with the Communication Intelligence Network (CIN) and ad-hoc training sessions delivered to staff working in the Legal Services.

The publication of guidance, operational documents, electronic brochures and recommendations was accompanied by intranet news for staff. Specific meetings were organised with various units to deepen their understanding of the DPR, as well as the role and responsibilities of the DPO.

The DPO's intranet pages were fully updated in 2021 to reflect the DPO's strategy. The web pages offer staff and managers extensive information on their rights (as data subjects) and obligations (as delegated controllers/processors) in relation to personal data protection. The pages also help staff to understand the key notions and principles of data protection, and access quick guides on everyday issues. The DPO also played a very key role in continuous awareness raising by providing explanations and advice on how to interpret the relevant rules.

Numerous DPO publications form part of the awareness-raising strategy devised by the DPO in 2021. Some of these publications are outlined below.

6.1 Data protection golden rules, advice and e-learning

To face the challenges of the new normal and hybrid working, the DPO issued a guidance document for all EPO staff featuring the "golden rules" of personal data protection at work. It also produced a "Golden Rules @ Home" e-brochure, offering advice for staff on how to avoid pitfalls when navigating online, doing online shopping etc.

DPO advice on data subjects, controllers and processors

To provide user-friendly to staff on their role and rights as data subjects under the new Data Protection Rules, the DPO issued guidance on its intranet pages. It clarifies some of the key concepts, and particularly those of data controller, data processor and data subject, by clearly explaining the role and responsibilities of delegated controllers and processors, and the differences between them.

Understanding the roles and responsibilities related to processing personal data is crucial in ensuring compliance with the EPO data protection framework and the fair treatment of individuals (i.e. data subjects). Obligations under the DPR vary, depending on whether an organisational unit is the controller (or a delegated controller), joint controller or processor.
E-learning on data protection

An Office-wide, mandatory e-learning course consisting of two modules on data protection was launched by the DPO in 2021 to give all staff a basic grasp of the new rules, their role and their obligations. The DPO is currently preparing new e-learning modules for 2022 on specific data protection-related topics and for specific target groups.

7. Set-up of the Data Protection Board

The Data Protection Board (DPB) is an advisory body with supervisory and advisory functions and is part of the mechanism for legal redress under Article 50 DPR. The DPB is responsible for monitoring the observance of the fundamental rights to privacy and data protection when personal data are processed by the EPO.

To this end, it provides independent, effective and impartial oversight of the application of the relevant provisions. It also examines complaints lodged by staff – current and former – and external data subjects on data protection issues.

At the controller’s request, the Data Protection Board also issues an opinion on the need for a data protection impact assessment; draws up a list of the kind of processing operations that may require assessment; and provides consultation and written advice to the controller on various issues.

The Data Protection Board and the Data Protection Officer are granted independence from internal or external interference in performing their tasks and exercising their powers.

The board is composed of a chair and two members, appointed for a renewable mandate of three years, and two alternate members. It is supported by a secretariat composed of specialist lawyers and administrative staff.

The chair and members are responsible for conducting the board's work and handling complaint proceedings as defined in the DPR and the Data Protection Board's Rules of Procedure. They are guided by their mission to examine and issue opinions on complaints lodged by staff and external data subjects on the application of the EPO Data Protection Rules.

The board constitutes a timely, fair and independent legal redress mechanism, consistent with fair trial principles.

8. DPO advisory activities and business support

As set out in the DPR, the DPO monitors the EPO's processing of personal data to ensure it observes the rules and is unlikely to adversely affect the rights and freedoms of data subjects. The DPO’s tasks in this area range from advance consultation on processing operations likely to present specific – and, especially, significant – risks to those rights and freedoms to handling requests and complaints. The DPO also carries out investigations and audits not merely aimed at correcting irregularities and non-compliance, but also at providing recommendations on preventing them in the future.
The DPO’s advisory activity is both of a strategic and a practical nature. On the one hand, the DPO is called on to analyse the data protection aspects of almost all major Office projects, with a view to ensuring data protection by default and by design. On the other hand, the DPO is also at the service of all operational units to address and resolve data protection issues encountered in their day-to-day business.

**Day-to-day consultations**

The advisory role of the EPO in day-to-day activities is highlighted by a consistently high number of consultations. Over the course of 2021, the DPO responded to 425 consultations (compared to 495 consultations in 2020).

**Figure 5: Evolution in the number of consultations since 2010**
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**Figure 6: Requests to the DPO: breakdown by area of origin**
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The pie chart above underlines the positive trend in requests for day-to-day consultation received by the DPO from business units at the Office. Following the DPO's significant efforts to raise awareness of data protection issues, the majority of EPO delegated controllers have become increasingly competent in demonstrating compliance and accountability in terms of privacy and data protection.

The extensive operational documentation issued by the DPO (including work instructions for the DPLs and the delegated controllers, quick guides, checklists, templates, manuals, etc.) cover many practical aspects that are useful for the DPLs and delegated controllers in day-to-day business to address standard cases. This means that only the more complex issues are submitted to the DPO for advice.

Although the number of consultations remains very high, the awareness campaign and training provided to EPO staff, coupled with the complete overhaul of the DPO intranet pages, have helped staff and managers to understand key data protection concepts. They have also contributed to reducing their need to consult the DPO on simple questions.

Moreover, the DPLs are increasingly becoming the first point of contact and can act as an interface between the DPO and the delegated controller. This trend is expected to continue in the future, with the DPO becoming increasingly involved in complex issues and strategic plans, while day-to-day consultations are more focused on implementing the new data protection framework.

Verification of data protection documentary compliance and review of SP2023 projects

One important area of EPO advisory activity in 2021 was verifying the documentation (records and data protection notices) prepared by the delegated controllers (supported by the DPLs) in terms of their compliance with the requirements laid down in the Data Protection Rules. This advisory activity, aimed at assisting the delegated controllers and their DPLs in achieving full documentary compliance and transparency will continue in 2022. Besides supporting individuals and delegated controllers, the DPO also reviewed all programme and project briefs submitted in 2021 in the framework of SP2023.

Co-ordination of the DPL network

The DPO also co-ordinates the network of Data Protection Liaisons (DPLs) responsible for first-level monitoring to ensure that personal data processing operations carried out as part of their business units' activities, projects and initiatives comply with the requirements of the Data Protection Rules and verify that they are performing this and other tasks efficiently. A substantial part of the DPO's advisory activity has consisted of offering on-the-job training to DPLs, assisting them in shaping their role in their operational units and in their work for the delegated controllers.
9. Managing data breaches

A personal data breach is, by definition, a security incident involving personal data that compromises the confidentiality, integrity or availability of the personal data involved. It may take the form of accidental or unlawful destruction, loss, alteration, unauthorised disclosure or access to personal data stored, transmitted or otherwise processed.

A personal data breach can have a range of significant adverse effects for individuals, which may result in physical, material or non-material damage. They can include loss of control over their personal data or the limitation of their rights, discrimination, identity theft or fraud, financial loss, unauthorised reversal of pseudonymisation, damage to reputation, loss of confidentiality of personal data protected by professional secrecy or any other significant economic or social disadvantage for the affected individuals.

Under the new Data Protection Rules, controllers must efficiently address, properly evaluate, mitigate and notify the DPO of any data breaches. In some cases, they must also communicate the breach to the persons affected, so they can take steps to protect themselves.

To this end, the DPO issued a complete data breach manual on how to manage and handle personal data breaches. The manual aims to help staff evaluate risks, based on the potentially adverse effects on the rights and freedoms of the data subjects, and implement appropriate technical and organisational measures to address them.

During the reference period for this report, the DPO investigated twelve data breaches. Based on the objective assessment of the potential risks to the individuals concerned – in terms of both the likelihood and severity of the risks to the rights and freedoms of the data subjects – the respective risk varied between "low or no risk" and "medium risk" (ten cases), with one classified as "high risk" and one as "very high risk".

These data breaches occurred either due to human error or to a bug detected in the IT system, which led to a confidentiality, availability and/or integrity breach of personal data processed by the EPO. Relevant remedial action and preventive measures were prescribed to be taken by the respective delegated controller to address each particular breach and avoid similar breaches in the future.

To analyse breaches and produce reports, the DPO applies a methodology green-lighted by the European Data Protection Supervisor (EDPS), while following the EPO's procedure for addressing personal data breaches, including an escalation mechanism. Although this was not required under the old Data Protection Guidelines in force in 2021, in certain cases (where the risk and potential impact to individuals affected were considered high), the Office communicated personal data breaches to the affected data subjects in the interests of maximum transparency.

By applying best practices before the entry into force of the DPR, the EPO aimed to underline the importance of data protection.
10. International co-operation

As in the previous year, the Data Protection Office participated in numerous initiatives in co-operation with other international organisations and European institutions.

In view of the Office’s commitment to data protection and its crucial role in the digital society, the EPO was invited to take part in the "Data Protection as a Corporate Social Responsibility" research project launched by the European Centre on Privacy and Cybersecurity of Maastricht University, with other stakeholders such as the EU Commission, EDPS, ENISA, EUIPO and the Dutch DP Authority.

The project aims to foster virtuous compliance that goes beyond legal requirements. The goal is to successfully translate theoretical ethical principles into tangible and practical guidelines to build a solid framework that organisations can apply to foster transparency, accountability, fair, secure and sustainable data processing activities that positively contributes to the greater good.

As an intergovernmental stakeholder, the EPO has contributed to the research project by providing feedback, exchanging views, discussing practical experiences and promoting project initiatives to EPO staff.

Other co-operation activities in which the EPO’s DPO was involved in 2021 include:

- **Annual Workshop on Data Protection within International Organisations**, launched and hosted by the EDPS, to discuss potential common mechanisms and legal instruments to regulate inward and onward transfers from European Union institutions to international organisations and vice versa.

- **Working group on the EDPB Guidelines** launched with the DPOs of other international organisations to share their observations and questions and elaborate a proposal for standard contractual clauses (regulating inward and onward data transfers from or to international organisations) where the observance of international organisations’ legal status and consequent conditions (in particular, privileges and immunities) are specifically recognised and established. As a result, the EDPS set up the above-mentioned task force on international transfers to explore, together with the IOs and/or EU Commission (International Data Flows Unit), the possibility of establishing a common mechanism to regulate inward and onward transfers (from the EU Member States) made to and by international organisations for the purposes of performing their mandate, duties and responsibilities. The working group also looked at jointly drafting a model data-processing agreement (standard contractual clauses) specifically targeting the transfer of personal data by international organisations to processors in third countries.
At its request, the DPO was granted the possibility of attending the regular meetings between the EDPS and European Union institutions' DPO network as an observer as of 2022. This opportunity means that the DPO will remain fully up to date and aligned with any developments in European Union data protection-related policies and procedures. This invitation demonstrates the recognition of the efforts made by the EPO's DPO, and makes the EPO the only international organisation to participate in such meetings.

The DPO has been invited to join the IGOPA, a working group specifically set up to carry out benchmarking among scientific intergovernmental organisations and develop best practices for their protection of personal data.

The DPO was contacted by several counterparts at other international organisations who wished to express their interest in and support for the joint actions initiated by the DPO and to consult the DPO on critical data protection issues commonly encountered at international organisations.

Co-operation with the European Intellectual Property Office (EUIPO)

As part of the activities envisaged in the Annual Work Plan approved by the EPO and EUIPO, numerous meetings took place in 2021 between the DPO teams at both offices.

The EPO and EUIPO are expected to ramp up their co-operation in the area of data protection and privacy by exploring synergies aimed at achieving the highest level of compliance with their respective data protection regulatory frameworks.

The DPR are inspired by the principles and requirements established in the regulation applicable to EUIPO, i.e. (EU) Regulation 2018/1725 ("EUDPR"). As a result, regulatory interpretation can be expected to be relatively similar, facilitating the exchange of best practices, including documentation and templates.

Until now, the EPO and EUIPO have worked together to draft a data protection clause assessment tool. The tool aims to assist data processing agreement reviewers (e.g. DPLs) in assessing data protection clauses in line with the applicable regulation.

Moreover, both DPOs participated in the task force on international transfers launched by the EDPS. The task force aims to explore defining a common mechanism to regulate inward and onward data transfers to and by international organisations.

Against this background, the EUIPO presented a draft administrative arrangement to cover the transfer of personal data from European Union institutions to international organisations. Comments were submitted by international organisations, including the EPO.

This joint task force may lead to the preparation of specific provisions and the implementation of adequate safeguards for personal data transferred between EUIPO and the EPO to support the fully data protection-compliant co-operation between the offices.
Ways to continuously and efficiently foster knowledge sharing between the two Data Protection Offices were also discussed. For example, a pooling of resources is planned, with DPO team members working remotely for a limited period of time and on specific projects in the peer office. This would strengthen relations between the teams and further encourage constructive co-operation.

The current and envisaged co-operation with the EUIPO is expected to ensure a swift alignment between the offices’ best practices and successful processes. This, in turn, is designed to contribute to the data transparency, consistency and accountability of both offices towards their employees, users and stakeholders.

11. Outlook for 2022

After laying the institutional, legal and organisational foundation of the new data protection framework in 2021, the major challenge in 2022 will be to implement the Data Protection Rules that entered into force on 1 January 2022.

In the coming year, special attention will be devoted to the Boards of Appeal and the Administrative Council. In line with the EU data protection rules, data processing by the Boards of Appeal in their judicial capacity is subject to the new data protection framework; yet excluded from the oversight and legal redress mechanisms that the new framework puts in place for data processing by the Office.

The DPO will therefore support the Boards of Appeal in creating appropriate oversight and legal redress mechanisms. It will also assist the Secretariat of the Administrative Council and the Office’s legal services in establishing appropriate workflows for the processing of personal data by the Administrative Council and the transmission of personal data between the Office and the Council.

The next step in implementing the DPO Strategy 2021-2023 will see the modification of the EPO contract templates, including the model Data Processing Agreement, to impose clear legal obligations on service providers. Furthermore, the DPO will analyse and adapt common tools to ensure compliance for the transmission and transfer of personal data between the EPO and the national patent offices, international organisations, EU institutions and other external institutional stakeholders.

The Data Protection Office will also multiply its efforts to raise the awareness of staff for the mechanisms and measures put in place by the EPO to protect their data, ensuring they understand the impact of the design, evolution, risks and deployment of technology and policies on their fundamental rights to data protection and privacy.

Starting at the end of 2022, the DPO will review a selection of personal data processing operations from the EPO Data Protection Register to verify whether they comply with the requirements laid down in the data protection and e-privacy rules. In co-operation with other departments, the DPO will also integrate privacy and data protection risk management within the EPO’s overall risk management framework.
To implement data protection principles by design and by default, the DPO will develop the following risk management instruments:

**Privacy and IT security risk assessment (PSRA):** encompassing a methodology, guidelines, templates and workflows that enable relevant information gathering in the context of processing activities, evaluation of the technical, organisational measures in place and of the data protection contractual commitments in cases where external providers are involved, followed by identification and assessment of security and privacy risks and associated risk response.

**Transfer Impact Assessment (TIA):** to be carried out on a case-by-case basis by the controller when evaluating the level of protection offered by the data protection legislation of a country outside the EEA (private entities) or EPC (public authorities) in the case of a transfer to such country or to an international organisation.

**Data Protection Impact Assessment (DPIA):** This tool will be used to systematically analyse, identify and minimise the data protection risks of processing that is likely to pose a high risk to the rights and freedoms of the data subjects.

**Data protection clauses assessment tool:** This tool will help staff to assess contractual data protection provisions when the standard EPO DPA model (see below) is not part of contractual agreements with external providers. The tool will help users verify data protection obligations and requirements, while assessing overall risks at contractual level.

**New model Data Processing Agreement:** The EPO’s data processing template will be revised, as its provisions must reflect the requirements and principles enshrined in the DPR.

All of these risk management instruments will ensure that privacy and data protection is deeply embedded in procurement and the contracting of services and products.

2022 also marks the beginning of the DPB’s work. One of the challenges for the Office will be to support this new official body, enabling it to handle any complaint from staff or external data subjects independently.

Lastly, to raise awareness, additional training modules will be developed to create a complete data protection e-learning programme. Finally, with the support of the DPO, the delegated controllers and the DPLs will complete the data protection register and publish all data protection statements to achieve full transparency.

If 2021 was the year of the data protection framework’s creation, 2022 will be the year of its overarching implementation. All operational changes needed stemming from the new legal framework will be put in place over the course of the next twelve months.

A transition period until the end of June 2022 has been scheduled to ensure compliance with the new requirements, to allow the Data Protection Board and the new legal redress mechanisms to become fully functional, and to create full awareness of the new rules among staff and stakeholders.